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Discussion

3GPP TS 23.228 defines the functionality that is part of the S-CSCF.   In the context of 3GPP PS Data Off the S-CSCF is performing the functions as highlighted in yellow and cyan.
	4.6.3
Serving‑CSCF

The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

For Registration:

…..

For Session-related and session-unrelated flows:

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in clause 5.2.1.

-
May behave as a Proxy Server as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Based on the determined served user, handle interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

……

NOTE 2: The mechanism to provide authorisation by an AS for priority service is out of scope of this specification.

-
If the request is an originating request from an Application Server:

…….

-
For a destination endpoint (i.e. the terminating user/UE)
-
Forward the SIP request or response to a P‑CSCF.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, if the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
Ensure the terminating end point is subscribed to the determined IMS communication service.

-
Ensure that the content of SIP request or response (e.g. value included in Content-Type SIP header, media lines included in SDP) sent or received by the destination end point matches the determined IMS communication service definition, based on terminating user's subscription.

-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in IETF RFC 3312 [41].
-
For an originating request with a Request URI containing the SIP representation of an E.164 number, and configured per operator policy:

……

Based on local configuration, the S‑CSCF may be provisioned as the contact point within an operator's network for transit IMS scenarios and may perform transit routing functions (see clause 5.19).

Charging and resource utilisation:

-
Generation of CDRs




Table 1
In yellow, the only relevant functionality that is applicable to 3GPP PS Data Off are those in cyan.  The first cyan bullet point is not applicable as the subscriber is subscribed to the services, just not allowed to use them in a specific VPLMN. The second cyan bullet point is also not applicable as the subscriber is allowed to use the SDP, it is just barred in the area the UE is in.
An Application Server (AS) is a function that is more applicable to the type of behaviour that is required for the 3GPP PS Data Off where some form of service execution is required. S-CSCF is not responsible for policing services.
Proposal
The solution in 6.5 has been copied below as another solution.  The differences between 6.5 and 6.x can be seen in the change marks.

* * * Start of changes * * * *

6.X
Solution for Key Issue X – Support for per service control of SIP messages for SIP based services which are not 3GPP PS Data Off Exempt Services in roaming (LBO and roaming with no IMS roaming interfaces) and non-roaming cases

6.X.1
Description

. 

6.X.1.1
3GPP PS Data Off Feature Activated - Enforcement on UE-originating SIP requests

If 3GPP PS Data Off is activated:

a)
the UE prevents sending of UE-originating SIP requests which are for services other than the SIP based 3GPP PS Data Off Exempt Services configured in the management object dedicated to that

b)
the UE prevents sending of SDP offers and SDP answers with media streams for the media types other than those related to the SIP based 3GPP PS Data Off Exempt Services configured in the management object dedicated to that.

Furthermore, if the 3GPP PS Data Off is activated:

a)
if the UE is configured with at least one SIP based 3GPP PS Data Off Exempt Service and the UE wants to be registered with IMS, the UE sends a (re-)REGISTER request via a IMS PDN. In the (re-)REGISTER request, the UE:

1)
indicates support of the SIP based 3GPP PS Data Off Exempt Services only; and

2)
indicates that 3GPP PS Data Off is activated. 


If (re-)REGISTER request indicates that 3GPP PS Data Off is activated, the 3GPP PS Data Off  is active shall trigger a 3rd party registration to an Application Server (AS). The AS serving the UE rejects UE-terminating SIP requests for services other than the 3GPP PS Data Off Exempt Services.  
b)
if the UE is configured with at least one SIP based 3GPP PS Data Off Exempt Service and the UE is already registered in IMS, the UE sends a re-REGISTER request with an indication that 3GPP PS Data Off is activated.

c)
if the UE is not configured with at least one SIP based 3GPP PS Data Off Exempt Service, the UE deregisters from IMS and releases the IMS PDN connection.

6.X.1.2
3GPP PS Data Off Feature Activated – Network Enforcement 

For terminating SIP requests to a UE, the IMS domain, and specifically an Application Server (AS), shall ensure that only SIP packets for SIP based services which are part of the the SIP based 3GPP PS Data Off Exempt Services are permitted.

6.X.1.3
3GPP PS Data Off Feature De-activated 

If the 3GPP PS Data Off  is de-ctivated, the UE sends a (re)-REGISTER request with an indication that 3GPP PS Data Off is de-activated if the UE is already registered in IMS. The 3GPP Data Off AS shall also cease network enforcement for terminating requests to the UE.


Editor's Note:
The exact behaviour when 3GPP Dataoff   is activated mid-SIP session is FFS.
6.X.1.4
Application Server configuration with IMS Data Off exempt Services  

See solution 6.5 and solution 6.4.x (Solution 4.X: Support for non Data Off Exempt Services SIP based services using the HSS as per VPLMN database) for 2 possible solutions.
6.X.2
Impacts on existing nodes and functionality
UE needs to be enhanced to support 2 indications, one that 3GPP PS Data Off has been activated, another to indicate 3GPP PS Data Off has been deactivated.
6.X.3
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
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